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individuals, societies, economies, and political systems 
across the world. Although most of the public attention 
concentrates on the term of fake news, the range of false 

beyond the news. Also, actors, strategies, methods, and the 
 

Turkey’s information environment, including the news 
media and social media platforms, remains plagued with 
all types of false information and coordinated manipulation 
campaigns. The country is among the most vulnerable to the 
weaponized use of information, bots, trolls, and algorithmic 
cognitive threats at scale. However, it still suffers from the 
lack of any strategic initiative and ‘whole-of-society’ efforts 
to understand and mitigate the associated risks to this date. 

This study explores the typologies and instances of false 

characterizations, types, trends, and the evolution of the 
informational threats at the international level. The following 
chapters will present an overview of misinformation, 
disinformation, and social manipulation. In particular, 

monitoring effort during the COVID-19 pandemic in Turkey. 
The diversity and volume of false information associated 
with the pandemic provide a test case to compare Turkey 
with cases elsewhere and reveals Turkey’s characteristic 
vulnerabilities in the midst of information disorder. The 

information revolving around Turkey’s foreign policy, 
defense partnerships, and important geopolitical events. It 
will also include a description of methods and data sources. 

INTRODUCTION

This research has been made possible by funding obtained from the US-based Chrest Foundation
for the project “Digital Media Ecosystem in Turkey: Actors, Interests and Politics”

KARABAKH WAR IN ONLINE NEWS AND SOCIAL 
MEDIA: REPRESENTATION, CONFRONTATION 

AND MANEUVERS OF INFORMATION

Among many events of 2020, the 44-day war in 
Karabakh was one of the most significant. The 
decades-long conflict between Azerbaijan and 
Armenia entered a new phase in late September 
with the escalation of hostilities into a full-scale war. 
Given the regional geopolitics, ongoing strategic 
rivalries, and the protracted diplomatic background 
of the Nagorno-Karabakh dispute, the renewed 
hostilities attracted high levels of attention from 
international media. Social media and other 
cyber-mediated channels rapidly became a conti-
nuation of the battleground, especially after the 
tensions escalated in September 2020. Moreover, 
the confrontation between Azerbaijani and Armeni-
an information actors, both enjoying others' support 
internationally, has had many facets. 

The recent war in Karabakh is significant and 
exemplary in terms of the dynamics of modern conf-
licts and the information environment. In particular, 
the bidirectional relationships between various

aspects of modern wars, such as skillful war plan-
ning, political-military concept building, battlefield 
military effectiveness, and strategic communication 
practices exceed the limited and isolated achieve-
ments in each of these domains in determining the 
winners of wars. Besides, the general coverage and 
representation of the war, as well as the dynamics 
of influence on social media, would most probably 
provide significant lessons-learned, not only for the 
belligerents or regional countries but also for others 
who have to operate in the modern information envi-
ronment.

This short paper includes an exploratory case study 
of the representation and impact of the Karabakh 
War online. It will start with an overview of the news 
environment and the war coverage by international 
and regional news media, focusing on the 
often-neglected exploration of the narratives 
presented in Russian sources. Furthermore, it will 
also present the statistical and qualitative observati-
ons acquired from social media data analyses.     

*The author would like to thank Ms Zeynep Başaran for her help in reviewing and preparing this report.
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Disinformation and Hostile Influence 
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“lies, conspiracies, 
rumors, hoaxes, hyperpartisan content, falsehoods, or 
manipulated media.” 

Second, we also used the Media Cloud tool to acqu-
ire data from additional sources, with particular 
attention to Russian outlets. In the end, we were 
able to collect more than 20,000 different URLs, 
which were further cleaned through relevancy 
checks. 

Secondly, we used tools and data provided by the 
GDELT Project (Global Database of Events, Langu-
age, and Tone) , which enabled us to start an additi-
onal layer of data collection utilizing the internatio-
nal, comprehensive, and multilingual coverage of 
the tool. This time, we collected data from as many 
sources as possible, focusing on the news content 
mentioning the Azerbaijan-Armenia conflict, the war 
in Karabakh, the Karabakh dispute, and other rele-
vant terms or events. Thirdly and finally, we also 
used a news collector algorithm we built during 
recent research projects to cross-examine the cove-
rage and relevance of the material we collected 
from other sources.

Following the tensions and gradual escalation in the 
preceding months, the conflict between Azerbaijan 
and Armenia over the dispute in Karabakh turned 
into a full-scale war on September 27, 2020. Apart 
from many important conflict events and phases of 
the war, the Russian-brokered peace deal on 
November 9, 2020, was particularly significant in 
terms of its impact on the level of engagements on 
social media and the coverage of international news 
media. Overall, to explore content and representati-
on trends, we acquired and processed news data 
from three different sources. Also, we used each 
source in various settings to diversify our data exp-
loration process. 

First, we used the Media Cloud  to explore the gene-
ral patterns of coverage in the international media, 
checking the news sources in various countries, 
ranging from the European countries to the US, 
Russia, and regional countries in or around the Cau-
casus.

News Coverage

Cyber Governance and Digital Democracy       2021/01/EN

Figure 1: The daily number of news content about the conflict between Azerbaijan and Armenia, as acquired 
from the Media Cloud. The dataset focuses on the full coverage of Russian sources while also including other 
international outlets. 

Figure 2: The daily number of news content about the conflict between Azerbaijan and Armenia, as acquired 
from the GDELT databases. The dataset includes content from a comprehensive list of sources globally. 

1     “Media Cloud is a consortium research project across multiple institutions, including the University of Massachusetts Amherst, Northeastern University, and the Berkman Klein Center for                      
        Internet & Society at Harvard University.” https://mediacloud.org/about   

2      Global Database of Events, Language, and Tone, https://www.gdeltproject.org/about.html 

1
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Figures 1 and 2: Types of Information Disorder. Charts were retrieved from First Draft.3

4 

5

Since Figure 2 shows the number of objects acqui-
red from many countries and different languages, 
the total daily numbers on it are higher than Figure 
1. Additional peaks in Figure 1 and 2 mostly relate to 
battlefield events, the peace deal (November 9-10), 
statements from belligerent, regional, and global 
actors, civilian casualties, and a few significant 
conflict-related claims on the roles played by Turkey 
and Russia. 

Figures 1 and 2 show the news coverage trend lines 
about the Karabakh conflict, the recent war, and 
relevant political, diplomatic, and military events. 
Two charts represent similar trends and coverage 
patterns, as the number of pertinent news content 
mentioning the given topics increases rapidly on 
September 27, 2020. A small peak of media attenti-
on occurred in July, following border clashes and 
confrontational official statements. 

Figure 3: The person names mentioned in the collected articles. We used the Media Cloud topic mapper tool 
and an in-house named entity detector algorithm and cross-checked the figures' accuracy. A random sample 
of items was used to calculate the given numbers.  

Putin and Turkey's Tayyip Erdogan are the third and 
fourth most mentioned persons. As the list indicates, 
most of the people mentioned by news outlets were 
official figures from various countries. 

Figure 4 shows a similarly acquired list of organizati-
ons mentioned in the collected dataset. To avoid 
potential mistakes, we combine all mentions of 
defense ministries into one category, making the 
"Defense Ministry" the most mentioned organization 
by international news outlets. Others include the 
OSCE Minsk Group, the UN Security Council and 
General Assembly, the European Union, NATO, and 
the Kremlin. 

In addition to exploring content production rates 
and the categories of narratives presented in the 
collected datasets, names of influential persons as 
mentioned in the collected articles were checked. 
As the initial data collection, two different algorithms 
were used to cross-check computations' overall 
accuracy.

Figure 3 represents a cleaned and manually chec-
ked version of the Media Cloud topic mapper tool's 
list. As the chart shows, Azerbaijan's President 
Ilham Aliyev is the most frequently mentioned public 
figure in the coverage, followed by Armenia's Prime 
Minister Pashinyan. Russian Federation's Vladimir  

Cyber Governance and Digital Democracy       2021/01/EN
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“not as low-quality information that spreads 

as high-quality information that spreads because of its 

truthfulness but psychological appeal”.7 

“is the 
purposeful, systematic generation and dissemination 
of information to produce harmful social, political, and 
economic outcomes in a target area by affecting beliefs, 
attitudes, and behavior.”8

 

“social cybersecurity 

characterize, understand, and forecast cyber-mediated 
changes in human behavior, social, cultural, and political 
outcomes, and to build the cyber-infrastructure needed for 
society to persist in its essential character in a cyber-mediated 
information environment under changing conditions, 
actual or imminent social cyber-threats”.10

6

7

various approaches to Turkey's roles in the ongoing 
hostilities or its strategic competition with the Krem-
lin. For example, the images in Figure 5 show a 
news piece and interview claiming that Russia 
would have to "retaliate" against Turkey's support for 
Azerbaijan and force Ankara to "ask for forgiveness" 
from the Russian president Putin. Turkey's roles in 
the recent conflict and open diplomatic support for 
Azerbaijan ignited different reactions in the Russian 
information landscape.  

Following the initial exploratory analyses, we condu-
ct a qualitative categorization of themes and narrati-
ves in the influential articles we collected in all data 
collection processes. The influence of any article is 
indicated by the social media engagement rates, 
links from and to other articles, and the frequency of 
similar narratives or stories that would indicate a 
wider circulation or even an ongoing campaign to 
boost a specific narrative. Interestingly, we found 
many articles from Russian sources that represent 

Figure 4: The organization names mentioned in the collected articles. We used the Media Cloud topic 
mapper tool and an in-house named entity detector algorithm and cross-checked the figures' accuracy. A 
random sample of items was used to calculate the given numbers.

Cyber Governance and Digital Democracy       2021/01/EN
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Table. The BEND Model of Describing Social Cybersecurity Forms of Maneuver

Figure 3: THE BEND Model of Information and Network Maneuvers in Social Cybersecurity, Retrieved from Beskow and Carley (2019).

“the social cyber domain offers multiple forms of maneuver”.11 
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policies and strategic output. In particular, the artic-
le mentions other Turkish-Russian geopolitical 
flashpoints and argues that if Turkey ever makes a 
decision and convinces Baku to establish a forward 
military base near the Caspian Sea, that base would 
be a military target for both Russia and Iran. 

Similarly, Figure 6 includes another example from a 
Russian outlet, using threatening language towards 
Turkey in reaction to Ankara's open support to Azer-
baijan. The article features the same figure, or 
"expert" as the previous one, pursuing a punitive 
approach to deal with Turkey's challenging regional

in its neighborhood, with the military, political, eco-
nomic, cultural, and long-term dimensions. As the 
following sections of this paper will show, Pan-Tur-
kism and neo-Ottomanism terms are frequently 
weaponized on social media and other online plat-
forms against the Turkish Republic, especially in 
recent conflict events geopolitical tensions. Both 
terms are observed often in Armenian and Russian 
sources and used by social media accounts from 
both origins. 

Figure 7 shows another example, this time publis-
hed by Ria Novosti. The article presents a detailed 
analysis of Turkey's increasing strategic influence in 
the Caucasus, Ankara's support for Azerbaijan's 
quest to regain the control of its occupied territory, 
and argues that it poses a significant threat to Russi-
a's strategic interests. The article very interestingly 
mentions the terms such as neo-Ottomanism and 
Pan-Turkism to refer to Turkey's widening influence 

Figure 5: An aggressive news piece by the Russian outlet Ura.ru, pushing the narrative that Moscow would 
retaliate to Turkey's support to Azerbaijan.  The image on the right shows the Google translation of the original 
article, published in Russian. 

3

Figure 6: An article by the Russian outlet infox.ru also pushing the narrative that Moscow would retaliate to 
Turkey's support to Azerbaijan. The image on the right shows the Google translation of the original article, 
published in Russian.  

4

5

3     https://ura.news/news/1052452620  

4     https://ura.news/news/1052452620v 

5     https://www.infox.ru/news/251/245029-satanovskij-prigrozil-turcii-udarom-marsian 
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“the overall poor state of the information environment 
in the country renders disinformation a norm, not an 
exception, which makes it harder to isolate the researched 
anomaly.”12

 

Turkey’s Homegrown Problems and The Vicious Circle of
False Information

claiming that the power structure and strategic 
strongholds still overwhelmingly favor Moscow, and 
the alarmist assessments of Ankara's increasing 
presence are not accurate. Another prominent 
theme of relevant debates in Russian sources rela-
tes to popular sentiment and trust towards Russia, 
especially in Armenia.  

In sum, adding to the overall representation of the 
conflict in the Caucasus, the shown examples 
represent an often-neglected branch of the online 
information environment regarding Russian spea-
king online communities. Other narratives are also 
present, including the ones having a softer tone 
towards Ankara's policies towards the region,

6     https://ura.news/news/1052452620v   

7     https://ria.ru/20201007/turkey-caucasus-1578482919.html

Cyber Governance and Digital Democracy       2021/01/EN

Figure 7: An article by Ria Novosti also pushing the narrative that Turkey's support for Azerbaijan and increa-
sing strategic footprint in the Caucasus is a threat for Russia.   The image on the right shows the Google trans-
lation of the original article, published in Russian.  

6

7
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“said they would like to be neighbors”
“About 

half of the respondents supported wiretapping the phones 

are against participation of the members of this group in 
elections.”16-17

Figure 4: The self-reinforcing system of false information, polarization, and toxic discourse in Turkey.

Figure 5: The visualization of a Turkish-language Twitter conversation during recent events around the Syrian civil war.

18 
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Social Media
on relating to the war in Karabakh. Besides, we 
focused on potential signs of influence operations, 
coordinated activities, communication patterns, and 
whether we can observe pathological network 
formations such as echo-chambers and polarized 
communities.  The following subsections will 
demonstrate that fragmentation, cross-platform 
connections, coordinated activities, propaganda, 
and a multi-actor confrontation are prominent featu-
res within the networks we observed. 

We collected data from multiple social media plat-
forms to conduct this case study, focusing on com-
munities, behaviors, languages, content promoti-
ons, narratives, and conversational networks across 
the platforms. In particular, we started with collec-
ting the streams of Twitter data using its API (Appli-
cation Programming Interface) and gradually 
moved to other platforms to observe similarities and 
differences, platform-agnostic features, and, most 
importantly, cross-platform propagation of informati

Figure 8: Trends of relevant activities on Twitter. The blue line represents the original tweets, while the green 
line represents the number of retweets from July 1 to December 15, 2020. 

the volume of tweets and retweets peaked mostly on 
November 8, 9, and 10. Therefore, it can be assu-
med that Twitter activity reacted to the peace deal 
and the preceding announcement by Azerbaijan 
regarding capturing Shusha from Armenian forces. 
Besides, a clear peak of activity is also observable 
in early December, indicating increased conversati-
ons concerning the Victory Parade conducted in 
Baku, with Turkish President Erdogan's presence. 
Other important dates of activity mostly relate to the 
conflict events in the battlefields and coordinated 
campaigns on the platform.  

Similar to the news dataset, data from Twitter spans 
from July 1 to December 15, 2020. Figure 8 shows 
the trend lines and volume of activity we collected 
from the platform within the given time frame. The 
charts are split into original tweets and retweets as 
two categories. The relationship between the 
volume of tweets and retweets may often indicate 
coordinated or inauthentic activities on the platform. 
Intuitively, we observed that the activity levels star-
ted peaking on September 27, when the war broke 
out, across the social media platforms. However, 
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“stories where facts are spun or twisted to push a particular 
agenda”, “stories that are 
completely made up for political or commercial reasons”.22

Figure 6: Results of a survey conducted by Istanbul Economy Research. The question to respondents was:
“Which of the following claims do you think are true?”20

Cyber Governance and Digital Democracy       2021/01/EN

Figure 9: Number of tweets and retweets in most occurring languages in the Twitter dataset. Blue bars repre-
sent the original tweets, while green bars represent the retweets for each top language. 

retweets against original tweets is higher in the 
Turkish category. Although it is still in the usual 
range, this increased ratio would indicate more 
partisan and more inauthentic activity levels. The 
third most frequent language was Russian, followed 
by French, Indian, and Spanish. English, Russian, 
French, and Spanish were widely used by Azerbai-
jani and Armenian social media accounts in the 
given timeframe. 

Figure 9 shows the top six languages in terms of 
their frequency in original tweets and retweets. 
Accordingly, English was the most frequently used 
language, reaching almost a million original tweets 
and more than four million retweets. The second 
place in the chart is more interesting, as Turkish 
original tweets reach almost 600 thousand while 
retweets exceed 3.1 million. Remarkably, the ratio of  

Figure 10: Language-specific trend lines showing the daily volumes of original tweets and retweets from July 
1 to December 15, 2020. Colors represent each most used language in the dataset. 
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Figure 7: Results of a survey on perceived misinformation by the news outlets in Turkey,
as reported by the Reuters Institute Digital News Report23
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The following sets of figures will demonstrate con-
versational networks and associated behavior/acti-
vity trends in the given events. In particular, to con-
duct the subsequent analysis, we divided the Twit-
ter dataset into week-specific sections. Starting 
from September 25, 2020, we analyzed seven con-
secutive weeks while also adding another week for 
early December activities. For all eight datasets, we 
visualized "networks of user mentions," "networks of 
shared URLs (including tweets)," "hourly frequency 
of tweets that include mentions of selected users," 
and "hourly frequency of tweets and retweets that 
include selected URLs." Community detection algo-
rithms were used to detect clusters of accounts and 
shared mentions, while centrality measures were 
checked to see influential or most frequently mentio-
ned accounts.   

More interestingly, language-specific peaks deter-
mine the overall view of the trendline that was shown 
in the previous figures. In particular, Figure 10 
shows the trend lines and daily volumes of activity 
on Twitter in each top language. As clearly shown, 
the activity peaks in early November primarily ema-
nate from Turkish tweets, while English tweets 
mostly dominated the previous phase of the active 
war. As the following subsections also indicate, 
English was used by many different communities. 
Besides, November 8-10 and early December were 
when Turkish-speaking accounts mostly presented 
a congratulatory tone with regards to the announce-
ment of a victory by Azerbaijan. Still, in English, Rus-
sian, Armenian, Azerbaijani, and Turkish posts, we 
observed significant levels of inauthentic activity, 
coordinated with highly active political accounts, 
troll accounts, and automated bot accounts. 
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24

25

Figure 8: 

Twitter Mention Networks
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Figure 9: Screenshots and social media engagements of an article published by RT Arabic.
Facebook metrics were retrieved from the CrowdTangle tool.

Figure 10: Screenshots of a Russian website claiming Turkey would build a caliphate in southern Ukraine.

Figure 11: 
visuals were retrieved from the Anadolu Agency.26

(

(

October 9-15, 2020 October 16-22, 2020
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as “the biggest challenge fact-checkers have ever faced” 28 

 

“break the chain”

 

Turkey amid Misinformation Storms:
Case of the COVID-19 “Infodemic”  

33

(

October 23-29, 2020 October 30-November 5, 2020
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Categories of COVID-19 Misinformation in Turkey Description 

Location of the original source 

Types of false information 

Types of narratives 

Narrative popularity

Potential motives/objectives 

Actors/Sources 

Platforms of dissemination 

Table 1: Types of false information relating to the COVID-19 pandemic in Turkey

Figure 11: Networks of user mentions on Twitter, and hourly frequencies of mentions of selected sets of users 

Cyber Governance and Digital Democracy       2021/01/EN
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November 6-12, 2020 December 7-14, 2020
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Figure 12: Google Search Trends for the term “biyolojik silah” (biological weapon)

This mentioning behavior occurs consistently. Some 
other groups of accounts are mentioned, on the 
other hand, for "being influenced," or even silenced 
or dismissed, depending on the case. Besides, 
clustering also occurs for each language.

Interestingly, some accounts received bursts of 
high numbers of mentions, apparently due to coor-
dinated activities, including bots, trolls, and cybor-
gs. Lastly, we can confidently confirm that large 
numbers of accounts exist in all clusters and langu-
ages to conduct such inauthentic activities. By 
simply checking the number of links from mentio-
ning accounts to mentioned accounts, a.k.a 
out-degrees, we observed many accounts that 
mention others in automated manners. 

Next, networks of shared URLs (links to other web 
pages) are analyzed for community detection, 
presence of suspicious activities, narratives being 
promoted, and the potential signs of impact being 
desired to achieve due to the given activities. Figure 
12 shows the network visualizations and hourly 
activity charts of selected URLs for each week, as 
mentioned above. 

All in all, this approach allowed us to observe 
network structures of the ongoing "conversations" 
and the potential presence of consistent or suspici-
ous peaks of activity in relation to mentioned users 
or shared URLs. In general, user mentions are used 
for various purposes. The first prominent objective is 
to boost the visibility and influence of specific 
accounts. In the network charts, the sizes of nodes 
represent the number of mentions they receive from 
other accounts. Mostly, the most prominent nodes, 
aka the most mentioned accounts, receive consis-
tent support from others. Second, mentions can be 
used to influence targeted people, groups, or insti-
tutions. For example, several public figures were 
frequently mentioned, along with other known 
people, for affecting their political decision making. 
US congressmen and congresswomen were among 
the examples of such public figures. 

Both network structures and activity levels indicate 
several important characteristics. First, the networks 
are fragmented along several lines. The first distinc-
tion between Twitter clusters relates to their behavi-
oral patterns, as some groups use mentions to 
boost other specific accounts' influence. 

Cyber Governance and Digital Democracy       2021/01/EN
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Example 1: Adopting Global Conspiracy Theories and Disinformation  

Figure 13: Propagation of misinformation across platforms and the growth of social media interactions

Cyber Governance and Digital Democracy       2021/01/EN
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Figure 14: Example of a popular narrative
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Figure 15: A blog post containing conspiracy theories and misinformation, and interaction metrics on Facebook

Example 2: Longstanding political polarization, COVID-19, and potential 
susceptibility to foreign information agendas 

Cyber Governance and Digital Democracy       2021/01/EN
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Figure 16: 
from the CrowdTangle tool.

Figure 12: Networks of URL shares/mentions on Twitter, and hourly frequencies of counts for selected sets 
of URLs. Blue areas represent hourly URL shares, while orange lines represent the retweets of content contai-
ning those URLs.

Cyber Governance and Digital Democracy       2021/01/EN
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Disinformation, Geopolitical Events, and Alternative Realities
on YouTube 

funding/donation promotions, celebrities, and 
cross-platform activities. They also used emergent 
crisis events elsewhere, such as a violent attack in 
Austria, to spread narratives and propaganda rela-
ting to the war in Karabakh.

On the other hand, pro-Azerbaijani sources seem to 
focus on a smaller number of content types and 
narratives. Overall, the Azerbaijani side's major 
success is to boost the representation of battlefield 
achievements across online social networks. 
Nevertheless, both Turkish and Azerbaijani clusters 
lack the extensive coordination to conduct overarc-
hing cross-platform operations, matching activities 
in Armenian or Russian clusters. All in all, URL 
networks reveal confrontation dynamics, master 
narratives, indicators of specific campaigns, and 
artifacts being used to push those narratives.  

Network analysis of shared URLs reveals several 
important features in terms of the evolution of Twitter 
activities during Karabakh's war. First, clustering in 
the network structures is more apparent than the 
mentioned-user networks, as each group tends to 
promote distinct categories of content or groups of 
narratives. Second, URL networks also reveal a few 
specific narratives emphasized by each group of 
highly active users. For example, with the help of 
certain other communities, pro-Armenian groups 
frequently co-mention several easily identifiable 
types of content. The narrative about the alleged 
transportation of  Syrian mercenaries to the South 
Caucasus is combined with politically motivated 
and emotionally charged previous narratives to 
attract international support. Besides, pro-Armenian 
groups are distinctively able to combine many types 
of links and many sources of information, including  

other platforms were also used to explore relevant 
social media activities' characteristics. Furthermore, 
links between these platforms were checked expli-
citly. Overall, there are significant commonalities in 
narratives being promoted by social media clusters 
across social media. On the other hand, observing 
Telegram enabled us to collect more data from 
various platforms and web sites that include regio-
nal perspectives that are harder to pick from the 
noise in other platforms. 

As the URL network analysis on the Twitter dataset 
indicates, cross-platform dynamics of the social 
media activities during the war in Karabakh was 
significant for getting a comprehensive picture of 
the online information environment, actors, objecti-
ves, narratives, and behavioral patterns. Twitter 
conversations included many links to other social 
media platforms. Some of these links were promo-
ted by inauthentic and coordinated groups of 
accounts. Therefore, adding to Twitter, data from 

Most Frequent Tactics and Techniques 

Cyber Governance and Digital Democracy       2021/01/EN
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Figure 17: The use of social media platforms in Turkey, for general purposes and news consumption. Data were retrieved from Reuters 
Institute Digital News reports.34

34

Figure 13: The figure shows messages from a prominent cross-platform social media account. It has frequ-
ently promoted anti-Turkish, anti-Azerbaijani, pro-Russian, and pro-Armenian narratives and claims. For 
instance, the chart shows a few of them, including a claim that Turkish special forces would attack Armenia 
militarily. 

high transitivity levels between Telegram, VK, 
Twitter, Facebook, Instagram, and YouTube. You-
Tube receives many in-links to videos from other 
platforms. 

A prominent feature of the Karabakh's social media 
representation was cross-platform activities that 
were used for propaganda, disinformation, and 
promotion of distinctive narratives. We observed 

8     https://ura.news/news/1052452620  

Figure 14: Telegram was one of the most active platforms during the war in Karabakh.  

Cyber Governance and Digital Democracy       2021/01/EN
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Figure 18: Co-commented network of videos in the dataset.

Figure 19: Co-commented network of YouTube channels in the dataset

Figure 15: The image shows a snapshot of a YouTube video featuring Russian mercenaries and their conver-
sation on recent battlefield experiences. One of the topics is Turkey's Bayraktar TB-2 UAVs and their impact 
on the battlefield. 

Figure 16: Images are frequently used in the influence operations online. During the recent war in Karabakh 
and related geopolitical events, many images were disseminated to spread falsehoods targeting Turkey and 
its relations with NATO allies. 

Cyber Governance and Digital Democracy       2021/01/EN
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Example Narrative Set 1: The US Military will attack Turkey. Turkey needs 
new military allies and S-400’s to counter it. 

Figure 20: Examples of videos disseminating the narrative

8

environments. For example, following a recent 
violent attack in Austria, coordinated Twitter 
accounts were used to blame Turkey for suppor-
ting terrorism. Similarly, similar accounts across 
platforms used terms such as pan-Turkism and 
neo-Ottomanism frequently in relevant campaig-
ns. As mentioned before, pan-Turkism is a frequ-
ent term specifically used in Russian and Armeni-
an media. 

Other prominent techniques of influence during the 
war in Karabakh include boosting existing false 
narratives, utilizing bilateral or geopolitical tensions 
as "attack vectors," hijacking conversations during 
important conflict events in other places, and 
producing and disseminating well-curated groups 
of imagery to achieve higher impact and influence. 
Figure 16 shows a group of images produced and 
spread to attack Turkey in different information

Figure 17: "The Breakout Scale" of an influence campaign serves as a model to assess the overall impact of 
a hostile influence campaign. The model was depicted in a recent report published by the Brookings Institute. 

objectives during the recent war, leading to a 
cross-platform unification of hostile influence 
campaigns. Multiple actors frequently used 
celebrity amplification, aiming at specific organi-
zations and public figures to achieve the maxi-
mum possible policy response and impact. Besi-
des, the majority of hostile influence campaigns 
survive for long periods and play the long game.  

Overall, the trends and patterns of campaigns run 
on social media during the war in Nagorno-Kara-
bakh and its representation in the international 
news media indicate several problems in terms of 
the potential impact of influence campaigns during 
geopolitical crises and conflicts. Adopting the "bre-
akout scale" model depicted by Ben Nimmo, as 
shown in Figure 17, we can confirm that multiple 
platforms were used for common strategic
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Figure 21: 

Example Narrative Set 2: Turkey is now defeating Russia 
politically and militarily. Its other allies will come to assist. 

36

on the Turkish expansion, "pan-Turkic" threats, and 
Russia's roles as the single protector of Armenia. 
We noted an apparent effort to regain public trust 
and pro-Kremlin sentiments among the Armenian 
population, particularly after the ceasefire deal. 
Besides, on Russian social media channels and 
news media, we observed a growing threat percep-
tion concerning Turkey's defense ties with Ukraine. 
The strategic effectiveness of Turkish UAS in Nagor-
no-Karabakh worsened the negativity of such con-
tent. 

Campaigns and multilateral confrontations on social 
media marked the informational and cognitive 
dimensions of the war. All major social media plat-
forms were used, including Twitter, Facebook, 
Telegram, YouTube, VK (Vkontakte). We found that 
the cross-platform operations were frequent and 
widely used, although varying degrees of coordina-
tion and sophistication depended on the actors, 
campaigns, and narratives. We observed high-le-
vels of activity among pro-Armenian networks in 
cross-platform coordination to achieve maximum 
potential policy impact in isolating Turkey and Azer-
baijan through various means. On the other hand, 
the Azerbaijani side was particularly successful in 
the scalable representation of battlefield achieve-
ments across information domains. The frequent 
battlefield footage releases, mostly acquired via 
unmanned aerial systems, contributed to Baku's 
communication operations.   

In this study, we also combined the analyses of 
online communication networks with the analysis of 
the online behavioral trends represented in menti-
ons and shares of web links. Furthermore, we also 
adopted a recently published model to qualitatively 
assess the desired and achieved impact of social 
media campaigns. All in all, our exploratory study 
indicates that cross-platform coordination, 
online-offline dynamics of information, and the 
potential political-military effects of the operations in 
the information environment will remain significant 
strategic considerations in the foreseeable future.  

This paper demonstrated an overall view of the 
online information environment as it evolved during 
the recent war between Azerbaijan and Armenia in 
Nagorno-Karabakh. To sum, social media and other 
cyber-mediated channels quickly become a conti-
nuation of the battlefield. To track, analyze, unders-
tand, and predict the narratives and hostile informa-
tion maneuvers, vulnerabilities to and weaknesses 
against information operations should be subject to 
recurrent evaluations. Such drawbacks include 
many factors, ranging from ineffective information 
assessment capabilities to the overarching effects 
of extreme political polarization.

The 44-day war between Azerbaijan and Armenia 
and subsequent ceasefire arrangements in Nagor-
no-Karabakh received extensive media attention in 
international, regional, and national contexts. The 
level of relevant activity on social media platforms 
was very high in tandem, especially after the war 
started on September 27, 2020. The battlefield 
events, course of the war, statements from official 
sources, claims and footage of military strikes on 
civilian-populated areas, the alleged use of foreign 
mercenaries, the role of international organizations, 
Karabakh's legal status, and the involvement of 
regional actors such as Turkey, Russia, and Iran 
were among the most frequent themes in the news. 

Nevertheless, a closer look at regional sources and 
languages reveals additional features. In particular, 
the Russian news media and associated social 
networks online disseminated a set of particularly 
important narratives in the regional geopolitical con-
text. Most importantly, the narratives pushed by the 
Russian sources have been tailored for each natio-
nal audience in the region, aiming to achieve influ-
ence in Turkey, Azerbaijan, Armenia, Europe, and 
the domestic environment at the same time. For 
example, in Turkish-speaking channels, the main 
narratives were shaped around the Russian-Turkish 
cooperation, anti-NATO sentiments, and threat 
perception towards the West. Simultaneously, many
stories in Russian and Armenian sources focused   
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